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SECURI TY

PHYSI CAL SECURI TY PROGRAM

Summary. This suppl enment prescribes United States European
Command policy for the devel opnent of Force Protection in the
area of Physical Security.

Applicability. This supplenent is applicable to all units that
are assigned or directly report to HQ USEUCOM This suppl enment
provides |imted physical security guidance that nust be
integrated into existing operational procedures.

| mpact on the unit Manning System This suppl enment does not
affect the Unit Manni ng System

Suppl enment ati on. Commanders may suppl enent this gui dance as
appropri ate.

I nteri mChanges. Interimchanges to this supplenent are not
of ficial unless authenticated by the Adjutant Ceneral,

HQ USEUCOM Interimchanges will be destroyed on their
expiration dates unl ess sooner superseded or rescinded.

Suggested | nprovenents. Suggested inprovenents maybe sent to
HQ USEUCOM Di rect orate of Manpower, Personnel and Security
(ECJ1) APO AE 09128.

- DOD 5200-8-R, May 1991, is supplenented as foll ows:

Page 2-1, paragraph Al, Physical Security Program Add the
fol |l ow ng:

Physi cal Security nust be integrated into and made supportive of
command daily and contingency operations. Physical security

pl anni ng ensures security equi pnent and personnel are on hand in
adequate quantities and properly enployed. Physical security
resources nmust be enployed in depth and in an overl appi ng manner.

Page 2-1, paragraph A3, Physical Security Planning. Add the
fol |l ow ng:

g. ldentifying in priority order resources critical to the
per formance of the command's m ssion.
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h. Establishing m ni mum physi cal security standards for the
protection of mssion essential vul nerable areas (MEVAS).

i. Developing and distributing regional and |ocal threat
assessnments. (Threat assessnments will identify as a mninmumthe
type of threat and when possible specific threat capabilities.)

J]. Ensuring security site surveys and vulnerability
assessnents are conduct ed.

k. Ensuring physical security equi pnent and personnel short
falls are clearly identified.

|. Establishing security agreenents with the Host Nation and
ot her nonorgani c or assigned security forces.

m  Ensuring preplanned reactive neasures are established for
the foll ow ng:

(1) bonb threat

(2) natural disaster

(3) increased threat condition

(4) activated intrusion detection system equi pnent

Page 2-2, paragraph B, Add the follow ng:

Commanders shall appoint in witing a physical security officer
to oversee the conmand's physical security program Commanders
are responsi ble for ensuring their physical security plan is
properly devel oped (see appendi x A).

FOR THE COMVANDER | N CHI EF:

OFFI Cl AL: RI CHARD F. KELLER
Li eut enant General, USA
Chi ef of Staff

RI CHARD J. GARCI A
LTC, USA
Adj ut ant Gener al

Appendi x
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A - Sanpl e Physical Security Plan

Di stribution:

B
2
APPENDI X A
SAMPLE PHYSI CAL SECURI TY PLAN
Assunptions: ldentify what assunptions were nade when devel opi ng
your pl an.

Tasks Organization: List all security forces that are invol ved
in the execution of your plan.

A-1. Si tuati on:

a. Eneny - ldentify general threat or threats.
b. Friendly - ldentify all Security Forces that are not or-
ganic or assigned to your command. Identify their general m s-

sion and current | ocati on.

A-2. Mssion - Provide a statenent that clearly identifies the
who, what, when, where, and why of enpl oyed security forces.

A- 3. Executi on:

a. Concept of Operation - Provide a drawi ng or sketch that
illustrates the location of all mssion essential vulnerable
areas (MEVA) and the in-depth enpl oynent of all physical security
equi pnent (PSE) currently enployed. Additionally, identify the
initial locations security forces will be enployed when a spe-
cific MEVA is threatened.

b. Tasks to Subordinate Security Force Personnel - State
specific security tasks assigned to each security force el enent
identified in the plan.

c. Coordinating Instructions:

(1) VList in priority order all MEVAs.

(2) Identify mninumresponse tinmes to be adhered to by
security force personnel when responding to identified MEVAs.

A-4. Service Support
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(1) List all types of physical security equi pnent
enpl oyed for the protection of MEVAS.

(2) Identify all personnel authorized to perform
mai nt enance on physical security equi pnent.

A-5. Command and S| GNAL
A1
a. List security/response force QO Cs.

b. Identify what nmeans of communication will be used to
communi cate with the security force.

Annexes:

Bonb Threat response procedures

Nat ural Di saster response procedures

| ncrease Threat response procedures

I ntrusion Detection System (I1DS) al arm activation procedures
Regi onal and Area threat assessnents

Site surveys or vulnerability assessnents of identified MEVAs
Records of security force test
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